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I want to express that I oppose ALPR technology, as it is a fundamentally insecure 

AI-enhanced mass surveillance technology that can be easily hacked or misused 

after it has conveniently collected all the data for any bad actor with sufficient 

motivation. 

 

That said, if ALPR regulations will be put in place to encourage more responsible 

use, I would suggest these amendments:  

1. 30 days retention is too long, it should be much shorter. 48 hours at most. 

2. There must be a blanket ban on technology that can feasibly provide data access 

to federal immigration enforcement. 

3. End to end encryption (E2EE) standards must be mandatory, where E2EE is 

defined by independent security analysts and not lobbyists selected by the 

surveillance companies. 

4. All policies and procedures related to use of such systems by local law 

enforcement must be disclosed/published to the public in its entirety. 

5. A monthly audit of the system must be made publicly available for the sake of 

transparency. 

 

Thank you, 

Dr. Geoffrey Gordon 


