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SB 90 – Relating to Information Technology Security 
Work Session Recommendations 

Senate Bill 90 requires state agencies and the State Chief Information Officer (CIO) to 
cooperatively develop and implement a plan to consolidate information technology 
security functions within the Office of the State CIO, including transfer of personnel, 
records and property.  The measure further requires state agencies to cooperate with the 
State CIO’s security assessment and remediation program; follow unification instructions; 
conduct and document completion of specified training; report information and participate 
in activities as directed by the State CIO. 

Senate Bill 90 directs state agencies to retain unexpended funds designated for 
administration of functions being transferred and authorizes the State CIO to determine 
costs and collect payment from state agencies for information technology services for 
deposit into State Information Technology Operation Fund.  The measure also authorizes 
the State CIO to enter into agreements and accept and deposit funds from varied sources 
into State Information Technology Operation Fund as specified. 

Senate Bill 90 establishes the Oregon Cybersecurity Advisory Council to advise the State 
CIO on cybersecurity issues and to provide a forum for such issues to be discussed.  

Finally, the measure directs the State CIO to develop a plan for establishment of a Cyber 
Security Center of Excellence, describes required content within the plan, and directs the 
State CIO to submit the plan to Legislative Assembly no later than January 1, 2019. 

Materials related to Senate Bill 90 are posted on OLIS. 

The -12 amendment to the measure declares an emergency and establishes an effective 
date of July 1, 2017 for the Act.  The amendment establishes an operative date of January 
1, 2018 for sections 3 to 6 of the Act and extends the required submission date of the State 
CIO plan for establishment of a Cyber Security Center of Excellence from January 1, 2018 to 
no later than January 1, 2019. 



 
 
Recommended Changes 
 
LFO recommends adoption of the -12 amendment. 
 

MOTION:  I move adoption of the -12 amendment to Senate Bill 90.  (VOTE) 
 

Final Subcommittee Action 
 
LFO recommends that Senate Bill 90 as amended by the -12 amendment, be moved to the 
Ways and Means Full Committee. 
 

MOTION:  I move Senate Bill 90 as amended, to the Full Committee with a do pass 
recommendation.  (VOTE) 
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